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Offshore Financial Trust
The movement of electronic information and data is crucial for the Financial Industry to 

function, including personal, commercial, legal and financial information. This type of 
sensitive data is an attractive target to cyber-criminals looking to leverage the information 

to their advantage, therefore it is essential to have effective protection in place.

CSA works with a number of offshore financial trust companies who have a requirement for 
several cyber security services. CSA conducts an annual ‘Vulnerability Assessment’ for these 

clients to confirm the security of the operational IT infrastructure. This is followed by the 
‘CSA Webinar Training’ service, which provides an interactive user awareness session for the 

workforce. To accompany the training, CSA also carries out a phishing campaign to ensure each 
employee understands the importance of spotting rogue or suspicious emails.

CSA offers a variety of services which can work independently, but recommend a combined 
approach with several services running simultaneously for those in the financial sector to 

ensure the highest level of cyber security in this particularly targeted sector. 
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