
Training

It might come as a surprise, but one of the biggest causes for a security breach isn’t by security bugs or malfunctions; it is, in 

fact, human error. According to a study by CompTIA, human error accounts for 52 percent of the root causes of security 

breaches which are the result of a variety of scenarios including weak passwords, sending sensitive data to the wrong 

recipients, sharing password or account information and falling for phishing scams.  

Part of an effective cyber security defence system is being able to understand the cyber threats your organisation faces in 

the first place. The best way to avoid a cyber attack is to equip yourself and your company’s workforce with the necessary 

knowledge and skills to improve overall cyber security awareness and hygiene. CSA training helps you add to your toolbox so 

you can rest safe in the knowledge that your business is armed against cyber attack.
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Webinar Training 

CSA’s cyber security webinar training is the perfect solution for remote learning when face-to-face sessions are not possible. 

Ideal for teams of 20-30, the webinar sessions are designed around specific subject matters delivered by our industry 

experts. These sessions are available as 1 or 2 hour sessions and are interactive with discussions and questions.

Exercises

CSA’s expert-led desktop simulation exercises are realistic tests against an organisation’s cyber security, designed to test 

emergency or specific cyber incident responses across multiple teams. Each bespoke exercise will deal with a specific 

subject matter and lasts for 1-2 days with the potential to involve multiple participants.

Phishing Campaigns

Available to be scheduled as required, our one-off or programmed bespoke phishing campaigns are designed to test 

incident response, validate training or identify training gaps. These services do not require specialist infrastructure or 

technology and can be scheduled as part of an ongoing programme.

Types of Training 



CSA has developed an advanced toolset that allows it to offer connected cyber solutions, typically reserved only for large 

Enterprise and government organisations, to businesses of all sizes. CSA’s cyber as a service solution addresses the modern 

and ever evolving cyber threat that customers are now operating in, consisting of threat monitoring, detection, protection 

and response via its Security Operations Centre, supported by consultancy services, robust assessments and cyber training. 

A dedicated team built on a solid foundation of cyber expertise, CSA believes in developing a cyber aware culture within 

organisations and offers services to help businesses understand the cyber threats they face through educational training, as 

well as the measures they need to put in place in order to be more cyber secure. CSA will both develop the right security 

and compliance strategy, translating concerns into real requirements, and operate and run an ongoing, military grade SOC.

Why CSA

With CSA you can guarantee you and your business are in safe hands. Our team of experts have years of experience working 

both in public and private sectors for organisations such as the Ministry of Defence, so we know a thing or two about cyber 

security! During our training, we impart our wealth of knowledge in a way that is informative, effective and digestible.

Following one of our training sessions, your company and workforce will be better equipped to efficiently and rapidly 

combat security breaches with confidence. It is good practice to make sure that a high level of staff awareness exists to 

reduce a costly mistake or missed threats.

At CSA, we believe that every business deserves a robust knowledge of cyber security, which is why we offer a wide variety of 

training for you to choose from. You are sure to find the right session to fit with your specific needs, budget and time 

allowance.

Why choose our training? 

CSA’s individual e-Learning courses are delivered through an interactive web-based portal to deliver courses covering a 

wide range of cyber security issues, attacks as well as other organisational issues including GDPR. The portal can be 

configured to deliver training on almost any subject with course lengths ranging from 30-45 mins or as little as 5-10 mins for 

a shortened version.

E-Learning 

If you would like more information or would like to book a
training session, then please contact us: 

Click here to see a sample of our training courses
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Practical Training 

The CSA CyberDea™ zone offers an immersive and practical experience using our Cyber Range and library of hands-on 

Cyber Pi projects. Training sessions can be conducted off-site, and in the future, we hope to extend this training to virtual 

environments

https://www.cyberelearning.com/csa-cyber-security-phishing-demo

